
 
 

 
 

Setting up a Facebook Account 
 

Facebook or “FB” as known today is a social networking website that allows users to connect and 

share information with family and friends online. Facebook was created by Mark Zuckerberg at 

Harvard University as a communication tool however this changes by 2006. Today anyone older than 

13 years can join Facebook and share with more than 1 billion users worldwide. 

(GCFLearnFree.org, 2014) 

Facebook is like a home online: It’s a place where people can leave you a message, browse through your posted 

photos or even chat with you if you’re online.  

The Facebook “wall” is where everything happens. This is the place where you can write comments on your life or 

share or like photos or articles with your friends. The wall allows you to see recent things posted or liked by your 

friends and also allows you to become one with the huge Facebook community. 

An online photo album allows you to post photos of yourself from occasions that mean a lot to you. It is a tool where 

you can write comments on the photo or share these photos with your friends and also look at other people photo 

album without the risk of damaging old photos or losing the album.  

Among all of these benefits the best moments of Facebook is the moment when two totally different friends are 

somehow mutually linked with one of your friends. Facebook allows users to search for anyone- this means you can 

find that old friend that you can clearly recall the name of and continue with the conversations that was put aside for 

years.  

(Nations, 2014) 

How to setup a Facebook account? 
1. Go to www.google.com and type “Facebook” into the search box 

Or use this link-https://www.facebook.com/  

2. Click the boxes and begin entering your personal information 

 

One good note to take while typing personal information is to type enough information for a person to know you if 

they bumped into you on the side of the road.  

http://www.google.com/
https://www.facebook.com/


 
 

 
 

 

3. After typing your personal information create a password that fits the following criteria. 

A strong password: 

□ Is at least eight characters long? 

□ Does not contain your user name, real name, or company name? 

□ Does not contain a complete word? 

□ Is significantly different from previous passwords used in other websites? 

(windows.microsoft.com, 2014) 

4. Remember Facebook is simply a social networking site to connect with your family and friends don’t use this 

site as an opportunity to share your details with the whole world as this may negatively impact you in the 

future. 

 

After this you are brought to a page similar to the page shown below: 

 
If you have any emails- Facebook will use the emails used by yourself to link with friends on Facebook. 

 
If you are comfortable with Facebook finding nearby friends type your information or just skip this option.  

Skip button 



 
 

 
 

 

Facebook allows its users to set up a profile picture for people to recognise friends and thus choose a photo that: 

1) Shows face clearly 

2) Not inappropriate or insulting 

After this step you have created your Facebook account: 

 

The final step is to type in the code given to you by email from Facebook to finally confirm your account. 



 
 

 
 

 

Once you have finished typing the code, Congratulations- you have created your own Facebook 

account.  

 

 

We still have a few areas such as privacy before you can use your Facebook account: 

5. The simplest option regarding sharing is to share things publicly. However anyone with an account will be 

able to find and view your Facebook information, posts, and activity. This could impact your privacy several 

ways: 

 You could be sharing personal information you’d rather keep private, such as your birth date and 

address. 

 Anything you post (such as photos, comments, and status updates) will be visible to people you don’t 

know and have not met. 

 Embarrassing or unappealing posts could negatively affect your personal and professional reputation. 

 Third-party websites and applications can access and share information from your Facebook account.

  

 



 
 

 
 

 

Privacy Settings: 
 

Different people use Facebook for different purposes, some want people to know all about them and see the whole 

person, while other users use Facebook to simply connect and share information with a group of friends.  

 

 3 main places at which privacy is at your control are located at: 

 

1) Privacy settings and tools (Shown Below) 

2) Individual Posts  

 
3) Profile  

 

Of these places there are 6 common sub options to choose when sharing something: 

1) Friends 

 Only people who you are friend with can see your information 

2) Lists 

 Only a specific group of friends can see your information 

3) Friends of Friends 

 Only your friends and their friends can see your information 

 Still allows people you don’t know to see your information 

4) Public 

 Everyone who has an account can see your information 

 Allows 3rd Party applications or companies to access your information 

 Least secure option 

5) Only Me 

 Only you can see your information 

 Most secure option 

6) Custom 

 Customizable privacy option that allows you to specifically choose who sees your 

information 

Facebook is so big that to sign-up for an account on a different website you can use Facebook: this is known as the 

Facebook platform. 

This is mainly used by companies to: 

- Adjust the user experience based on your account or to automatically subscribe to the service on Facebook.  



 
 

 
 

 

Just go to your account and click on this  icon on the blue header of the website. 

 

Click the arrow and click settings: 

 

You will then be on this page: 

 

 

  



 
 

 
 

Our recommendations for Privacy are: 

 

Who can see my stuff? Friends or Custom  

 

 

 Who can add things to my timeline? 

Choose the option Enabled for: 

 Review posts friends tag you before they appear on your timeline?  

 Who can see things on my timeline? 

  Choose friends for the options of:  

 Who can see posts you’ve been tagged in on your timeline? 

 Who can see what others post on your timeline? 

 How can I manage tags people add and tagging suggestions? 

  Choose the option Enabled: 

 Review tags people add to your own posts before the tag appears on Facebook? 

 Who sees tag suggestions when photos that look like you are uploaded? 

 Choose No One for this option 

  

This setting applies to people that use the Facebook platform for access to websites. This section allows you to make 

changes on the privacy settings of applications using your information. 

 

Apps you use: 

o Click “Edit” to change the settings or click “x” (located on the far right) to remove the 

application from your account. 

  

Apps others use: 

o For the highest form of privacy it is recommended to uncheck all options. Remember to click 

save changes. 

  

 

 



 
 

 
 

 

 Ads and friends: 

This option allows Facebook to use things you like for example a charity page and uses your name as 

a form of endorsement for the promotion of the thing you liked. 

o For maximum protection click the option No One. Remember to click save changes  

  One example is: 

 

(GCFLearnFree.org, 2014) 

How to use Facebook on a Smart Phone:  
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

iPhone: 

 

Android: 

 

Tap here to gain access to 

other features of 

Facebook. 

Tap to view 

Notifications. 

Tap to type 

status update. 

Tap or swipe 

right to view 

online friends 

Tap here to gain access to 

other features of 

Facebook. 



 
 

 
 

(GCFLearnFree.org, 2014) 

How to use Facebook on a computer: 

 

 Click to enter other features of Facebook 

Click to view 

Notifications. 

Click Post to post 

status update. 

Click to view online friends. 

Highest 

trending 

topics 

currently 

posted and 

talked 

about on 

Facebook. 



 
 

 
 

 

 

(GCFLearnFree.org, 2014) 

 

 

 

 

 

 

 

 

 

 

 

 

Information About yourself. 

Photos 

you’ve 

posted. 

Your Friends 

Your Timeline  

Search for anything.  



 
 

 
 

Rules to using Facebook: 
To ensure you’re safety, online and in real life make sure you do not give away any information you would not just 

tell a stranger you met on the street. 

Type of Info: Why? 

Personal 
contact 
information 

Addresses and phone numbers could help potential burglars or stalkers locate you much more 
easily and gives enough information for identity theft to occur. So stay away from applications 
that give away your location. 

Financial 
information 

Never post pictures of checks or credit cards, never post account numbers, or even the name 
of your bank or credit card companies and don’t make comments about your finances, even in 
general. 

Password or 
hints 

Do not post your password to Facebook or to any other accounts. Do not post information that 
could give crooks information about your password hints.  

Location or 
time of 
departure 

Do not post comments about going out of town for the night or week. It will give others an 
idea of when your house will be empty. Do not post photos while on vacation, as again, 
potential burglars will be able to tell they have time to pay your home an unwanted visit. 
Consider avoiding “checking in” to places, as this is also a record of when you aren’t home. 

 

(GCFLearnFree.org, 2014) 

 

Still have Questions, Please visit:   
 

The website below gives a great overview of Facebook: http://www.gcflearnfree.org/popular/facebook101 

  

http://www.gcflearnfree.org/popular/facebook101


 
 

 
 

References: 
 

GCFLearnFree.org,. (2014). Facebook 101: Adjusting Your Privacy Settings. Retrieved 8 September 

2014, from http://www.gcflearnfree.org/facebook101/5.6 

Nations, D. (2014). Should You Be On Facebook?. About. Retrieved 8 September 2014, from 

http://webtrends.about.com/od/socialnetworking/a/why_facebook.htm 

windows.microsoft.com,. (2014). Tips for creating a strong password. Retrieved 8 September 2014, 

from http://windows.microsoft.com/en-au/windows-vista/tips-for-creating-a-strong-

password 

 


